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Cell structure
• Implements space division multiplex

– base station covers a certain transmission area (cell)

• Mobile stations communicate only via the base 
station

• Advantages of cell structures
– higher capacity, higher number of users
– less transmission power needed
– more robust, decentralized
– base station deals with interference, transmission area etc. locally

• Problems
– fixed network needed for the base stations
– handover (changing from one cell to another) necessary
– interference with other cells

• Cell sizes from some 100 m in cities to, e.g., 35 km 
on the country side (GSM) - even less for higher 
frequencies
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Frequency planning I
• Frequency reuse only with a certain distance 

between the base stations
• Standard model using 7 frequencies:

• Fixed frequency assignment:
– certain frequencies are assigned to a certain cell
– problem: different traffic load in different cells

• Dynamic frequency assignment:
– base station chooses frequencies depending on the 

frequencies already used in neighbor cells
– more capacity in cells with more traffic
– assignment can also be based on interference 

measurements
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Frequency planning II
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Many research problems
• Connectivity maintenance and mobility 

management
• Power management
• Traffic management
• Medium access
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Spread Spectrum
• What?
• Why?
• How?
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Spread spectrum technology
• Problem of radio transmission: frequency dependent 

fading can wipe out narrow band signals for duration 
of the interference

• Solution: spread the narrow band signal into a broad 
band signal using a special code
– protection against narrow band interference 

• Side effects:
– coexistence of several signals without dynamic coordination
– tap-proof

• Alternatives: Direct Sequence, Frequency Hopping
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Effects of spreading and interference
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Spreading and frequency selective fading
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Spread Spectrum
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Spread Spectrum - sender
• Input is fed into a channel encoder 

– Produces analog signal with narrow 
bandwidth

• Signal is further modulated using 
sequence of digits 
– Spreading code or spreading sequence 
– Generated by pseudonoise, or pseudo-

random number generator
• Effect of modulation is to increase 

bandwidth of signal to be transmitted
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Spread Spectrum - receiver
• At the receiving end, digit sequence is used 

to demodulate the spread spectrum signal
• Signal is fed into a channel decoder to 

recover data
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Frequency Hoping Spread 
Spectrum (FHSS)

• Signal is broadcast over seemingly random 
series of radio frequencies
– A number of channels allocated for the FH signal
– Width of each channel corresponds to bandwidth 

of input signal
• Signal hops from frequency to frequency at 

fixed intervals
– Transmitter operates in one channel at a time
– Bits are transmitted using some encoding scheme
– At each successive interval, a new carrier 

frequency is selected
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FHSS - contd
• Channel sequence dictated by spreading 

code
• Receiver, hopping between frequencies in 

synchronization with transmitter, picks up 
message

• Advantages
– Eavesdroppers hear only unintelligible blips
– Attempts to jam signal on one frequency 

succeed only at knocking out a few bits
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FHSS - illustration
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FHSS details - 1
• Discrete changes of carrier frequency

– sequence of frequency changes determined via pseudo random 
number sequence

• Two versions
– Fast Hopping: 

several frequencies per user bit
– Slow Hopping: 

several user bits per frequency
• Advantages

– frequency selective fading and interference limited to short period
– simple implementation
– uses only small portion of spectrum at any time

• Disadvantages
– not as robust as DSSS
– simpler to detect
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FHSS - iIIustration
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FHSS Performance Considerations

• Large number of frequencies used
• Results in a system that is quite 

resistant to jamming
– Jammer must jam all frequencies
– With fixed power, this reduces the jamming 

power in any one frequency band
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FHSS and Retransmissions
• What happens when a packet is corrupt 

and has to be retransmitted?

• IEEE 802.11: max time of each hop: 
400ms, max packet length: 30 ms.
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FHSS and WLAN access points
• IEEE 802.11 FHSS WLAN specifies 78 

hopping channels separated by 1 MHz in 3 
groups

• (0,3,6,9,…, 75), (1,4,7,…, 76), (2,5,8,…,77)
• Allows installation of 3 AP’s in the same 

area. 
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Direct Sequence Spread Spectrum 
(DSSS)

• Each bit in original signal is represented 
by multiple bits in the transmitted signal

• Spreading code spreads signal across a 
wider frequency band 
– Spread is in direct proportion to number of 

bits used
• One technique combines digital 

information stream with the spreading 
code bit stream using exclusive-OR



DSSS illustration



DSSS Using BPSK
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Spectral view of DSSS
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Code-Division Multiple Access (CDMA)

• Basic Principles of CDMA
– D = rate of data signal
– Break each bit into k chips

• Chips are a user-specific fixed pattern 
– Chip data rate of new channel = kD
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CDMA Example
• If k=6 and code is a sequence of 1s and -1s

– For a ‘1’ bit, A sends code as chip pattern 
• <c1, c2, c3, c4, c5, c6>

– For a ‘0’ bit, A sends complement of code
• <-c1, -c2, -c3, -c4, -c5, -c6>

• Receiver knows sender’s code and performs 
electronic decode function

• <d1, d2, d3, d4, d5, d6> = received chip pattern
• <c1, c2, c3, c4, c5, c6> = sender’s code

( ) 665544332211 cdcdcdcdcdcddSu ×+×+×+×+×+×=
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CDMA Example
• User A code = <1, –1, –1, 1, –1, 1>

– To send a 1 bit = <1, –1, –1, 1, –1, 1>
– To send a 0 bit = <–1, 1, 1, –1, 1, –1>

• User B code = <1, 1, –1, – 1, 1, 1>
– To send a 1 bit = <1, 1, –1, –1, 1, 1>

• Receiver receiving with A’s code
– (A’s code) x (received chip pattern)

• User A ‘1’ bit: 6 -> 1
• User A ‘0’ bit: -6 -> 0
• User B ‘1’ bit: 0 -> unwanted signal ignored



CDMA for DSSS
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CDMA in theory
• Sender A 

– sends Ad = 1, key Ak = 010011 (assign: “0”= -1, “1”= +1)
– sending signal As = Ad * Ak = (-1, +1, -1, -1, +1, +1)

• Sender B
– sends Bd = 0, key Bk = 110101 (assign: “0”= -1, “1”= +1)
– sending signal Bs = Bd * Bk = (-1, -1, +1, -1, +1, -1)

• Both signals superimpose in space 
– interference neglected (noise etc.)
– As + Bs = (-2, 0, 0, -2, +2, 0)

• Receiver wants to receive signal from sender A
– apply key Ak bitwise (inner product)

• Ae = (-2, 0, 0, -2, +2, 0) • Ak = 2 + 0 + 0 + 2 + 2 + 0 = 6
• result greater than 0, therefore, original bit was “1” 

– receiving B
• Be = (-2, 0, 0, -2, +2, 0) • Bk = -2 + 0 + 0 - 2 - 2 + 0 = -6, i.e. “0”
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CDMA on signal level I
data A

1 0 1

10 0 1 0 0 1 0 0 0 1 0 1 1 0 0 1 1
01 1 0 1 1 1 0 0 0 1 0 0 0 1 1 0 0

Ad

key A

signal A

data ⊕ key

key
sequence A

Ak

As

Real systems use much longer keys resulting in a larger distance
between single code words in code space. 
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CDMA on signal level II

0 1
1 0

0
0
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data B
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key

sequence B
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1 0 1

1 0 1

CDMA on signal level III
data A

Ad

As + Bs

Ak

(As + Bs) 
* Ak

integrator
output

comparator
output
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1 0 0

1 0 0

CDMA on signal level IV
data B Bd

As + Bs

Bk

(As + Bs) 
* Bk

integrator
output

comparator
output
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CDMA on signal level V

comparator
output

wrong 
key K

integrator
output

(As + Bs) 
* K

As + Bs

(0) (0) ?
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Next: Medium access control
• Basic algorithms
• Examples from real systems
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Motivation
• Can we apply media access methods from fixed 

networks?

• Example CSMA/CD
– Carrier Sense Multiple Access with Collision Detection
– send as soon as the medium is free, listen into the medium if 

a collision occurs (legacy method in IEEE 802.3)
• Problems in wireless networks

– signal strength decreases proportional to the square of the 
distance

– the sender would apply CS and CD, but the collisions 
happen at the receiver

– it might be the case that a sender cannot “hear” the collision, 
i.e., CD does not work

– furthermore, CS might not work if, e.g., a terminal is “hidden”
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Hidden and exposed terminals
• Hidden terminals

– A sends to B, C cannot receive A 
– C wants to send to B, C senses a “free” medium (CS fails)
– collision at B, A cannot receive the collision (CD fails)
– A is “hidden” for C

• Exposed terminals
– B sends to A, C wants to send to another terminal (not A or 

B)
– C has to wait, CS signals a medium in use
– but A is outside the radio range of C, therefore waiting is not 

necessary
– C is “exposed” to B

BA C
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Near and far terminals
• Terminals A and B send, C receives

– signal strength decreases proportional to the square of the distance
– the signal of terminal B therefore drowns out A’s signal
– C cannot receive A

• If C for example was an arbiter for sending rights, terminal B 
would drown out terminal A already on the physical layer

• Also severe problem for CDMA-networks - precise power 
control needed!

A B C
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Basic algorithms
• Fixed assignment
• Dynamic assignment
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Fixed Access methods
• SDMA (Space Division Multiple Access)

– segment space into sectors, use directed antennas 
– cell structure

• FDMA (Frequency Division Multiple Access)
– assign a certain frequency to a transmission channel 

between a sender and a receiver
– permanent (e.g., radio broadcast), slow hopping (e.g., GSM), 

fast hopping (FHSS, Frequency Hopping Spread Spectrum)

• TDMA (Time Division Multiple Access)
– assign the fixed sending frequency to a transmission 

channel between a sender and a receiver for a certain 
amount of time
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CDMA
• CDMA (Code Division Multiple Access)

– all terminals send on the same frequency probably at the 
same time and can use the whole bandwidth of  the 
transmission channel 

• Disadvantages:
– higher complexity of a receiver (receiver cannot just listen 

into the medium and start receiving if there is a signal)
– all signals should have the same strength at a receiver

• Advantages: 
– all terminals can use the same frequency, no planning 

needed
– huge code space (e.g. 232) compared to frequency space
– interferences (e.g. white noise) is not coded
– forward error correction and encryption can be easily 

integrated
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Comparison
Approach SDMA TDMA FDMA CDMA
Idea segment space into

cells/sectors
segment sending
time into disjoint
time-slots, demand
driven or fixed
patterns

segment the
frequency band into
disjoint sub-bands

spread the spectrum
using orthogonal codes

Terminals only one terminal can
be active in one
cell/one sector

all terminals are
active for short
periods of time on
the same frequency

every terminal has its
own frequency,
uninterrupted

all terminals can be active
at the same place at the
same moment,
uninterrupted

Signal
separation

cell structure, directed
antennas

synchronization in
the time domain

filtering in the
frequency domain

code plus special
receivers

Advantages very simple, increases
capacity per km²

established, fully
digital, flexible

simple, established,
robust

flexible, less frequency
planning needed, soft
handover

Dis-
advantages

inflexible, antennas
typically fixed

guard space
needed (multipath
propagation),
synchronization
difficult

inflexible,
frequencies are a
scarce resource

complex receivers, needs
more complicated power
control for senders

Comment only in combination
with TDMA, FDMA or
CDMA useful

standard in fixed
networks, together
with FDMA/SDMA
used in many
mobile networks

typically combined
with TDMA
(frequency hopping
patterns) and SDMA
(frequency reuse)

still faces some problems,
higher complexity,
lowered expectations; will
be integrated with
TDMA/FDMA
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Dynamic access
Advantages
• Bandwidth utilization when demand is low
• No coordination required
Disadvantages
• Overhead at high demand
• More difficult to ensure fairness

Q: What are the basic strategies for doing 
this?
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Classes of strategies
• Dynamic channel access
• Dynamic reservation requests 

– polling
– demand assignment protocols
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Aloha/slotted aloha
• Mechanism

– random, distributed (no central arbiter), time-multiplex
– Slotted Aloha additionally uses time-slots, sending must 

always start at slot boundaries 

• Aloha

• Slotted Aloha

sender A

sender B

sender C

collision

sender A

sender B

sender C

collision

t

t
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Polling mechanisms
• If one terminal can be heard by all others, this 

“central” terminal (a.k.a. base station) can poll all 
other terminals according to a certain scheme
– now all schemes known from fixed networks can be used 

(typical mainframe - terminal scenario) 
• Example: Randomly Addressed Polling

– base station signals readiness to all mobile terminals
– terminals ready to send can now transmit a random number 

without collision with the help of CDMA or FDMA (the 
random number can be seen as dynamic address)

– the base station now chooses one address for polling from 
the list of all random numbers (collision if two terminals 
choose the same address) 

– the base station acknowledges correct packets and 
continues polling the next terminal

– this cycle starts again after polling all terminals of the list
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DAMA - Demand Assigned Multiple 
Access

• Channel efficiency only 18% for Aloha, 36% for 
Slotted Aloha (assuming Poisson distribution for 
packet arrival and packet length)

• Reservation can increase efficiency to 80%
– a sender reserves a future time-slot
– sending within this reserved time-slot is possible without 

collision
– reservation also causes higher delays
– typical scheme for satellite links

• Examples for reservation algorithms:
– Explicit Reservation according to Roberts (Reservation-

ALOHA)
– Implicit Reservation (PRMA)
– Reservation-TDMA
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DAMA: Explicit Reservation
• Explicit Reservation (Reservation Aloha):

– two modes: 
• ALOHA mode for reservation:

competition for small reservation slots, collisions possible 
• reserved mode for data transmission within successful reserved slots 

(no collisions possible)

– it is important for all stations to keep the 
reservation list consistent at any point in time and, 
therefore, all stations have to synchronize from 
time to time

Aloha reserved Aloha reserved Aloha reserved Aloha

collision

t
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Access method DAMA: PRMA
• Implicit reservation (PRMA - Packet Reservation 

MA):
– a certain number of slots form a frame, frames are repeated
– stations compete for empty slots according to the slotted 

aloha principle
– once a station reserves a slot successfully, this slot is 

automatically assigned to this station in all following frames 
as long as the station has data to send

– competition for this slots starts again as soon as the slot was 
empty in the last frame 

reservation
1 2 3 4 5 6 7 8 time-slot

ACDABA-F F

F

A C D A B Aframe1

ACDABA-F A C A B Aframe2

collision at 
reservation 
attempts

AC-ABAF- B AAframe3

frame4

frame5

AA---BAFD B A F D

ACEEBAFD
t

A C E E B A F D
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DAMA: Reservation-TDMA
• Reservation Time Division Multiple Access 

– every frame consists of N mini-slots and x data-slots
– every station has its own mini-slot and can reserve 

up to k data-slots using this mini-slot (i.e. x = N * k).
– other stations can send data in unused data-slots 

according to a round-robin sending scheme (best-
effort traffic)

N mini-slots N * k data-slots

reservations
for data-slots

other stations can use free data-slots
based on a round-robin scheme

e.g. N=6, k=2
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MACA - collision avoidance
• MACA (Multiple Access with Collision Avoidance) 

uses short signaling packets for collision avoidance
– RTS (request to send): a sender request the right to send 

from a receiver with a short RTS packet before it sends a 
data packet

– CTS (clear to send): the receiver grants the right to send as 
soon as it is ready to receive

• Signaling packets contain
– sender address
– receiver address
– packet size

• Variants of this method can be found in IEEE802.11 
as DFWMAC (Distributed Foundation Wireless MAC)
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MACA examples
• MACA avoids the problem of hidden terminals

– A and C want to 
send to B

– A sends RTS first
– C waits after receiving 

CTS from B

• MACA avoids the problem of exposed terminals
– B wants to send to A, C 

to another terminal
– now C does not have 

to wait for it cannot 
receive CTS from A

A B C

RTS

CTSCTS

A B C

RTS

CTS

RTS
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MACA variant: DFWMAC in 
IEEE802.11

sender receiver

wait for the 
right to send

packet ready to send; RTS

time-out; 
RTS

CTS; data

RxBusy

time-out ∨
NAK;
RTS

time-out ∨
data; 
NAK

idleidle

wait for ACK

ACK

wait for
data

data; 
ACK

RTS; 
CTS

RTS; RxBusyACK: positive acknowledgement
NAK: negative acknowledgement

RxBusy: receiver busy
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ISMA (Inhibit Sense Multiple 
Access)

• Current state of the medium is signaled via a “busy 
tone”
– the base station signals on the downlink (base station to 

terminals) if the medium is free or not 
– terminals must not send if the medium is busy 
– terminals can access the medium as soon as the busy tone 

stops
– the base station signals collisions and successful 

transmissions via the busy tone and acknowledgements, 
respectively (media access is not coordinated within this 
approach)

– mechanism used, e.g., 
for CDPD 
(USA, integrated 
into AMPS)
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